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Rohde & Schwarz recognizes the potential computer virus risk when Windows based test instruments are 
connected to other computers with local area networks (LAN) or when removable storage devices are 
inserted. 

This white paper introduces measures to minimize malware threats and discusses how to minimize risk 
while maintaining instrument performance. 

For more information about malware protection please visit: 
www.rohde-schwarz.com/cybersecurity/malware-schutz
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1  WINDOWS XP BASED INSTRUMENTS
1.1  Overview
Rohde & Schwarz is dedicated to ensuring that all Rohde & Schwarz products are shipped 
virus-free. Instruments that run Windows operating systems should be protected from 
malware just like any other PC. Users are advised to protect their instruments with anti-
virus software and by installing all available operating system patches and updates. You 
should work closely with your IT department or system administrator to ensure com-
pliance with your company policies when connecting instruments to your company’s 
network.

Note that no regular updates for Windows XP have been published since April 2014. 
Rohde & Schwarz provides commercially available upgrade kits from Windows XP to 
Windows 7 or even Windows 10 for many instruments, increasing instrument security 
and the availability of Windows updates and patches.

1.2  Computer virus control program
Rohde & Schwarz recognizes the potential risk potential of computer viruses for Windows 
based instruments connected to local area networks (LANs).

Rohde & Schwarz has established processes within the company to take all reasonable 
precautions to prevent the spread of viruses from instruments to customer computers 
and networks:

	► All computers within Rohde & Schwarz connected to instruments destined for 
customers are equipped with centrally managed firewall and anti-virus software and 
maintain the latest virus definitions. Computers and removable storage devices are 
scanned regularly to prevent the spread of computer viruses.

	► Strict virus control protocols have been established in manufacturing, service, support, 
sales, distribution and demonstration environments. These include the use of isolated 
LANs, scanning of instruments and removable storage devices and/or reimaging hard 
drives, whenever appropriate for the instrument configuration.

	► Procedures have been established for all Rohde & Schwarz employees who come into 
contact with customer instruments to reinforce anti-virus security protocols. This 
includes all personnel from manufacturing, service, support, sales and distribution.

1.3  Preventative maintenance considerations
The steps described above help to ensure that instruments from Rohde & Schwarz are 
virus-free when delivered to the customer. The user is responsible for ensuring the secu-
rity of the instruments from that point on.

Before connecting the instrument to your company's network, please consult with 
your IT department or system administrator to determine what specific policies apply. 
Remember that the instrument appears as a standard computer in the network. If 
applicable, consider connecting the instrument to a network separated from your com-
pany’s network (e.g. using VLANs). Follow your company’s computer security and virus 
protection policies.

If supported by the instrument, an IEEE-488 (GPIB) connection with SCPI remote control 
can be a secure alternative to connecting the instrument to your company’s network.

The virus definitions and operating system should be updated regularly. Rohde & Schwarz 
recommends checking both virus definitions and operating system updates in addition to 
scanning the instrument for any malware at least once a week. Be sure to always update 
the operating system and anti-virus definitions if advised to do so by your IT department 



	 Rohde & Schwarz  White paper | Malware Protection Windows XP  5

or system administrator. Take the following steps to ensure the instrument’s operating 
system is protected:

	► Use the internet firewall on the instrument.
	► Scan all removable storage devices (e.g. USB flash drives) regularly used with an 
instrument and deactivate the autorun/autoplay function to prevent inadvertent 
execution of malware from these devices.

	► Install the latest Windows® patches and updates on the instrument. Note that no 
regular updates for Windows XP have been released since April 2014.

	► Scan the instrument regularly with anti-virus software and update virus definition 
files. Running anti-virus software in the background (“on-access” mode) is NOT 
recommended as this will impact instrument performance significantly.

1.4  User accounts
Windows requires users to identify themselves by entering a user name and password 
in a login window. Rohde & Schwarz instruments usually have a factory-installed auto-
login function, i.e. login is carried out automatically during instrument startup. The factory 
default for this auto-login function has administrator rights with unrestricted access, 
enabling printer installation and network configuration.

Two types of user accounts are available for many instruments, either an administra-
tor account with unrestricted access to the instrument operating system or a standard 
user account with limited access. You can manage the accounts via “Windows Start” 
▷ “Control Panel” ▷ “User Accounts”. Refer to the instrument user manuals for more 
information on how to change or add new users and on how to de-activate the automatic 
login.

Note: Changing firewall settings, installing and configuring anti-virus software and 
Windows updates require unrestricted administrator rights. 
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2  FIREWALL SETTINGS
A firewall can be used to protect a computer or instrument against attacks from the net-
work with Windows XP SP2 and later versions. Rohde & Schwarz instruments are shipped 
with the Windows firewall enabled and preconfigured. Having the firewall activated on 
the instruments is helpful even when the instruments are used in your company’s pro-
tected network. The number of worms, viruses and other malware circulating on the 
internet today make it inevitable that something will penetrate the enterprise firewall. 
Instrument firewalls not only help protect against threats inside the perimeter, but they 
can also prevent the spread of many viruses and worms.

If you have additional requirements for security and protection, please contact your 
IT department or system administrator to ensure conformity with your company’s secu-
rity policy.

2.1  Firewall port configuration
Rohde & Schwarz instruments are preconfigured so that all ports and connections for 
remote control are enabled. See the following table for details:

Ports Service Description
21 TCP FTP Instrument web server, FTP port

80 TCP (HTTP) Web server Instrument web server (LXI)

111 TCP and UDP Portmapper Portmapper service for VXI-11/LXI

161, 162 UDP,
705 TCP (AgentX)

SNMP Standard ports for SNMP agent

319, 320 TCP and UDP 1588 PTP
LXI Class B/A,  
IEEE 1588 precision pime protocol (PTP)

2525 TCP RSIB Rohde & Schwarz SCPI socket connection

4880 TCP HiSLIP High-speed LAN interface protocol

5025 TCP (data) 
5125 TCP (abort)

TCP socket ‘Raw SCPI’ socket connection

5044 TCP and UDP LXI class B
LXI LAN messages and events, 
multicast address UDP: 224.0.23.159

5800 TCP, 5900 TCP VNC
Instrument soft front panel via web server 
(browser interface)

13217 TCP and UDP RS installer Rohde & Schwarz software distributor service

14142 to 16383 TCP and UDP  
(dynamic assignment)

ONC-RPC SUN ONC-RPC protocol, VXI-11
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2.2  Changing firewall settings
Rohde & Schwarz recommends using the firewall on your instrument.

Note that changing firewall settings requires administrator rights. You can manage the 
firewall settings at “Windows Start” ▷ “Control Panel” ▷ “Windows Firewall”:

Default firewall configuration problems come in two forms:
	► Client programs may not receive data from the instrument
	► Server programs running on the instrument may not respond to client requests

If a program is being blocked, you may receive the following Windows firewall security 
alert:

To unblock the program, click “Unblock” in the “Security Alert” dialog box. You can find a 
detailed description for firewall setup and configuration at: 
http://support.microsoft.com/kb/875357/en-us
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3  USB DEVICES
USB flash drives and removable hard drives are common in the work-place, as they have 
considerable storage capacity and can be used to conveniently store instrument settings, 
measurement results, hardcopies etc. However, they also create many problems, such as 
a large number of viruses, trojans and other malware that can infect computers via USB 
storage devices. Once an infected USB drive is plugged into an instrument, the malware 
on it can spread through the entire network.

3.1  Disable USB autorun function
Generally, viruses that propagate via USB drives use the Windows “autorun” function 
as it does not require any user confirmation and runs silently in the background. 
Rohde & Schwarz instruments have the autorun/autoplay function disabled. This prevents 
any malware from automatically executing itself from a USB drive.

You can control or change the settings using the group policy editor.

If the instrument is on a corporate network, and is a member of the network domain, 
then group policy settings can be configured centrally by your IT department or system 
administrator.

	► Click “Windows Start” ▷ “Run” and then enter gpedit.msc to open the group policy 
settings.

	► Go to “Computer Configuration” ▷ “Administrative Templates” ▷ “System”, scroll 
down and double-click “Turn off Autoplay” to start the settings dialog. 

	► Click the “Enabled” radio button, then from the “Turn off Autoplay on” drop down list 
select “All drives” to prevent any program from automatically executing from any USB 
drive or other removable media.

	► Note: If “System” is not listed, a settings template needs to be added. Right-click 
“Administrative Templates” and choose “Add/Remove Templates”. In the dialog, click 
“Add”, and select “system.adm”. Click “Open” and “Close” to return to the main 
window.

	► You can find a detailed description of the autorun function, if required, at: 
http://support.microsoft.com/kb/967715/en-us
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3.2  Scan USB devices
Rohde & Schwarz recommends scanning USB flash drives and removable hard drives with 
anti-virus software on a regular basis to keep them free from malware.

Use your computer and your anti-virus software to scan the USB storage devices before 
inserting them into an Rohde & Schwarz instrument.

4  ANTI-VIRUS SOFTWARE
As with personal and business computers, users must take appropriate steps to pro-
tect their instruments from infection. Besides the use of strong firewall settings and 
regularly scanning any removable storage device used with a Rohde & Schwarz instru-
ment, anti-virus software should also be installed on the instrument. Rohde & Schwarz 
does not recommend running anti-virus software in the background (“on-access” mode) 
on Windows based instruments, as it may compromise instrument performance but does 
recommend running it during non-critical hours at least once a week.

Today’s anti-virus software requires a significant amount of system resources (both hard 
drive and memory). Therefore, some instruments may not be capable of installing or run-
ning anti-virus software due to limited resources. Other options here are to scan these 
instruments with software run from a USB flash drive or mounting these instruments as 
a drive on the network and scanning them from another computer with anti-virus soft-
ware. If anti-virus software is not regularly updated, it will not help protect your system, 
because it will be out of date. Any modern anti-virus software can update regularly over 
the internet or via offline installation. Please contact your IT department to find the right 
solution for your anti-virus software. Keep in mind that any anti-virus software update will 
compromise instrument performance.

5  WINDOWS PATCHES AND UPDATES
Until April 2014, Microsoft had regular security updates and other patches to protect 
Windows XP based operating systems. The updates were released on the Microsoft® 
Update website and associated update server. Instruments using Windows XP, especially 
those that connect to a network, should install all available updates.

Note: Microsoft® Update supersedes Windows Update, which was only for Windows 
based products.

The following section describes the installation and configuration of the Windows Update 
Agent. This enables the instrument to download and install all available Windows patches 
and updates.

Make sure that at least Windows XP SP2 is installed on your Rohde & Schwarz instrument. 
Refer to the instrument’s manual for how to check the current operating system version. 
If it uses an older version, contact your Rohde & Schwarz representative for update possi-
bilities. Rohde & Schwarz provides an instrument recovery DVD from Windows XP SP2 to 
Windows XP SP3 to reimage the instrument's hard drive.

Note: Upgrading an instrument from SP2 to SP3 with the Microsoft® Update service, or 
by manual installation of an executable standalone service pack is not recommended. 

Note: Rohde & Schwarz also provides upgrade kits from Windows XP to Windows 7 or 
even Windows 10 for many instruments, which increases instrument security and avail-
ability of Windows updates and patches.
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In general, there are two scenarios for instruments using the Microsoft® Update service:
	► The instruments have access to the internet, and download updates directly from the 
Microsoft® Update server.

	► The instruments download updates from an update server in your company.

Update scenario via WSUS server

In the second scenario, system administrators set up a server that runs Windows server 
update services (WSUS) inside the corporate firewall, which synchronizes content directly 
with Microsoft® Update and distributes updates to client computers and instruments.

Clients

Internet

Firewall

WSUS server

Microsoft® Update
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5.1  Installation and configuration of Windows Update Agent
Most Rohde & Schwarz instruments use Windows XP Embedded, a customizable version 
of Windows XP Professional. The operating system is scaled and optimized to the specific 
instrument requirements. In many cases, the Windows update service has to be sepa-
rately installed on the instruments.
Download the Windows Update Agent installer WindowsUpdateAgent30-x86.exe from 
the Microsoft website http://go.microsoft.com/fwlink/?LinkID=100334 and copy it onto a 
USB flash drive. The installation is straightforward and does not present critical installa-
tion options.

The Windows Update Agent installation steps are listed below:
	► Press Ctrl + Esc or click “Start” to bring up the Windows start menu and then run 
Windows Explorer.

	► Select the directory on the USB flash drive where the Windows Update Agent installer 
is located.

	► Start the installation by double-clicking the .exe file.
	► Read and accept the license agreement by clicking the “Next” button.
	► Follow the installation wizard to finish the installation.

To configure the Windows Update Agent settings, select “Windows Start” ▷ “Control 
Panel” and then “Administrative Tools” ▷ “Services” and double-click on “Security 
Center” to open the settings dialog:
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Select ”Automatic” as the startup type and press ”Start” to run the service:

Press ”OK” to finish the configuration.
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5.2  Instruments connected to a Windows update server
Many companies have a Windows update (WSUS) server running on the network. If an 
instrument is connected to the network, it can be configured to use the WSUS server for 
Windows updates. Please contact your IT department or system administrator to make 
sure the instrument configuration complies with your company's policy and make sure 
that Windows XP updates are distributed via your company's WSUS server.

You can control or change the WSUS client settings on the instrument via “Windows 
Start” ▷ “Run” and then enter gpedit.msc to start the group policy settings. Navigate in 
the window to “Computer Configuration” ▷ “Administrative Templates” ▷ “Windows 
Components” ▷ “Windows Updates”. Scroll to and double-click “Specify intranet 
Microsoft update service location” to start the settings dialog:

First click “Enabled”, then specify the server name within the company’s network to be 
used for detecting updates:
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5.3  Configuring automatic updates
The automatic update settings can be managed via “Windows Start” ▷ “Control Panel” 
▷ “Automatic Updates”:

Rohde & Schwarz instruments should use the “Notify me…” configuration, where user 
confirmation is required before download and installation. Download of updates and 
installation can temporarily impair instrument performance and may require a reboot. The 
user should schedule the update process so that it does not occur when the instrument is 
in use.

5.4  Viewing installed updates
Installed updates can be viewed via “Windows Start” ▷ “Control Panel” ▷ 
“Add or Remove Programs”:

Make sure that the property “Show updates” is selected in the dialog box.
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Rohde & Schwarz
The Rohde & Schwarz electronics group offers innovative 
solutions in the following business fields: test and mea-
surement, broadcast and media, secure communications, 
cybersecurity, monitoring and network testing. Founded 
more than 80 years ago, the independent company which 
is headquartered in Munich, Germany, has an extensive 
sales and service network with locations in more than 
70 countries.

www.rohde-schwarz.com
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